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Discussion: 
The behaviour of the ICS IWF is now more detailed in the call flow with the different steps describing the interworking and corresponding role towards the different entities. 

Start of Changes

6.2 Solution 2: Supporting outbound roamer with an ICS Interworking Function

6.2.1 Overview

This solution targets the key issue where the HPLMN is fully supporting IMS and SeDoC but the VPLMN of the outbound roaming user does not support IMS or ICS. The basic enhancement is to provide HLR services towards the VLR in the VPLMN in an interworking function. 

The architecture is depicted in the following figure:
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Figure 6.2.1-1: Architecture for SeDoC outbound roamers support

The ICS Interworking Function (ICS IWF) has the following tasks to support outbound roamers:

- role as HLR towards VLR

- role as AS towards HSS in VPLMN for 3rd party IMS registration to enable terminating session routing to the VPLMN.
- translates IMS service and subscription profile to a CS service and subscription profile
- B2BUA capabilities for 3rd party IMS registration to enable terminating session routing

In order to support this functionality, 4 new reference points are introduced in above architecture:

Ics1:
based on D, functionality similar to the procedures of HLR towards VLR
Ics2:
based on Cx, authentication parameters can be provided in a similar way as S-CSCF – HSS communication

ISC’
based on ISC, functionality similar to the procedures of S-CSCF – AS communication

Sh’
based on Sh, functionality similar to the procedures of AS –HSS communication

6.2.2 Attach Procedure for SeDoC outbound roamer
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Figure 6.2.2-1: Procedure for SeDoC outbound roamers support

1.
The UE sends a Location Update Request message to the MSC-Server in the VPLMN and includes its IMSI and the LAI. 

2.
The MSC detects based on the IMSI that the UE does not belong to the own network and is an inbound roamer. The MSC contacts the ICS IWF, acting as a HLR of the HPLMN, indicating that CS authentication is required with a Authentication Parameter Request. 

3.
The ICS IWF acts like an AS and contacts the HSS, sending a Diameter Authentication Request, including the IMSI. 
4.
The HPLMN HSS provides back the Authentication Info with the IMSI, Kc, RAND and SRES parameters. Depending on authentication vector provided by the HSS, the ICS IWF has to map it to a CS authentication vector.
5.
The ICS IWF (acting as HLR to the MSC-Server) provides the Authentication Info parameters to the MSC-Server. The MSC-Server stores the parameters and triggers the CS authentication procedure as specified. 

6.
The MSC-Server sends an Authentication Request with the RAND value to the UE.

7.
The UE computes the SRES and provides it back to the MSC-Server in the Authentication Response. 

8.
The MSC-Server sends an Update Location Request with the IMSI to the ICS-IWF, acting as the HLR of the HPLMN.

9.
The ICS IWF acts like an AS and contacts the HSS, sending a Diameter User Data Request, including the IMSI.
10.
The ICS IWF retrieves the subscription profile and service settings from the HSS in a Diameter User Data Answer.
11.
The ICS IWF stores the subscriber data and maps the IMS subscription profile and service settings into a CS profile with CS settings.
12.
The ICS IWF replies with the Insert Subscriber Data message according to normal VLR-HLR procedures.

13.
The MSC Server starts ciphering according to normal procedures.

14.
The MSC-Server provides a Location Update Accept message to the UE according to the normal procedures.

15.
The MSC-Server exchanges the Subscriber Data Insert Acknowledgement and Location Update Acknowledgement according to normal VLR-HLR procedures.

16.
The ICS IWF constructs an IMS identity for the UE based on the available information similar to an ICS MSC Server and performs a 3rd party registration to IMS in the HPLMN in order to enable terminating session redirection to the VPLMN. 
End of Changes
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